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I. Introduction

As technology continues to permeate our everyday lives, the amount of data we generate increases—and rapidly. Consistent with Moore’s Law, in 2013, 90% of all the world’s data was created within the previous two years alone. Technological advances have not only changed the way we work and interact, but also how we litigate. The rise of “big data” and the commensurate rise of “big discovery” have drastically altered the quantity and types of information produced throughout the discovery phase in litigation. While increased access to information by parties involved in
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litigation can generally be seen as a positive development, it has also created opportunities for abuse.

Perhaps the most common, or at least the most obvious, scenario for what may be termed “eDiscovery abuse” arises when there is a large discrepancy in the quantity of information controlled between opposing parties in litigation. When one party possesses substantially more information than the other, there is little or no downside to making broad and burdensome discovery requests. Shrewd litigants can use carefully timed and tailored discovery techniques as a tool to exact larger (or pay smaller) settlements than they might have otherwise been able to obtain.

For some perspective on the cost of eDiscovery, consider that, as of 2014, most Fortune 1000 corporations spent between $5 million and $10 million annually on eDiscovery costs. Seventy percent of those costs were spent on the physical review of data—often, the most time consuming and costly part of eDiscovery. This equated to approximately $18,000 per gigabyte of data produced. To illustrate, a single employee can easily produce an entire pickup truck worth of data. Furthermore, companies utilizing electronic storage methods, save for avoiding liability in lawsuits, have little incentive to discard old data. It is often easier and cheaper simply to keep old data than to sort what is no longer needed—especially when copies are likely to exist in backups or in other
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retrievable locations. Considering the amount of data created and retained, it is no wonder that the costs of eDiscovery have skyrocketed.

Another potential abuse that can occur is the resolution of litigation based on spoliation sanctions (or just the threat thereof) rather than on the merits of a dispute. As a foreword, it is not and never has been “easy” to obtain sanctions for the spoliation of electronic evidence. However, the application of Federal Rule of Civil Procedure 37 subsection e, which addresses the spoliation of electronic evidence, varied markedly between jurisdictions and evolved in many seemingly unintended ways. Some of these variations amongst jurisdictions likely contributed to the practice of parties to rely on the threat of sanctions, instead of their cases’ merits, to reach a settlement. This ability was often due to their adversary’s failure to preserve electronically stored information (“ESI”) or doing so in a negligent or grossly negligent manner. Further, certain of these variations incentivized forum shopping, as some jurisdictions would award sanctions for negligent or grossly negligent spoliation while others required proof of bad faith or irreparable prejudice to the innocent party.

Therefore, electronic discovery practices were the target of some prominent amendments to the Federal Rules of Civil Procedure that took effect in December 2015. Perhaps most important for
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the field of electronic discovery was the complete overhaul of Rule 37 subsection e, which was amended to limit the circumstances under which parties may obtain sanctions for spoliation of ESI.  

More broadly, changes to Rule 26 subsections (b)(1) and (b)(2)(C)(iii) limit the scope of discovery requests to that which is proportional to the needs of the case. Now that more than a year has elapsed since the amendments, this note will examine whether these changes have had their intended effects or whether they continue to produce unintended consequences and inconsistent results.

First, I will begin with a brief discussion of the genesis of the Federal Rules of Civil Procedure’s attempts to address electronic discovery issues and analyze what shortfalls developed since the Rules were last amended to address electronic discovery in 2006. Next, I will analyze recent applications of the newly amended rules by federal courts and assess whether the amendments are having their intended effect as well as whether district courts’ attempts to circumvent some changes have been or will be successful. I will then offer some critique on cost shifting and capping models designed to limit eDiscovery costs and will finally conclude with a look at possible solutions courts and practitioners could adopt to minimize the burden and costs of eDiscovery, without sacrificing its scope, specifically, that courts utilize rule-based tools already at their disposal to eliminate abusive eDiscovery practices and implement the use of predictive coding and other technology to lower costs and increase efficiency in eDiscovery.

II. The Dawn of eDiscovery

The concept of eDiscovery was first recognized in the Federal Rules of Civil Procedure in 1970 in an advisory committee note to Rule 34 indicating that electronic data compilations were
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discoverable and included within the meaning of the term “documents.” The next mention of electronic discovery in the Federal Rules did not occur for another thirty-six years until passage of the 2006 amendments. Between 1970 and 2006, technology changed dramatically. Technological developments created a new industry of third-party vendors specializing in electronic discovery software and services that continue to grow rapidly. Many of these new products and services focus on streamlining the collection, review and production of ESI. Unlike paper documents, ESI can incorporate hidden information, known as metadata, which often requires technological experts to withhold, produce, view or preserve it. However, permitting third-party contractors
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access to important client data presents a minefield of issues.\textsuperscript{28} Client’ apprehension regarding non-lawyer review of proprietary information and information security in the hands of third-party vendors is understandable, particularly if it is privileged information. Not wanting to miss an opportunity to stake out a corner of a booming market, many larger law firms have responded to this fear by incorporating in-house electronic discovery software and services to avoid the use of third-party technology vendors in litigations requiring complex eDiscovery.\textsuperscript{29}

\textbf{a. The 2006 Federal Rules Addressing ESI}

When first addressed by the Rules in 2006, discovery of ESI was treated similarly to discovery of paper documents and other information,\textsuperscript{30} except in regard to the safe harbor provision of Rule 37(f).\textsuperscript{31} The safe harbor provided that “absent exceptional circumstances, a court may not impose sanctions under these rules on a party for failing to provide electronically stored information lost as a result of the routine, good-faith operation of an electronic information system.”\textsuperscript{32} Because of the costs associated with storing large amounts of ESI ad infinitum, overwriting and eventual deletion of backup information and old data is a necessary part of maintaining an electronic

\footnotesize{\textsuperscript{28} The Advisory Committee on Professional Ethics, appointed by the Supreme Court of New Jersey, released an advisory opinion that attorneys must exercise reasonable care in ensuring electronically stored client documents are protected against unauthorized access and disclosure. Accordingly, attorneys must make sure that any third parties to whom they permit access have adequate security measures in place to safeguard the documents. Electronic Storage and Access of Client Files, N.J. Advisory Comm. on Prof'l Ethics Op. No. 701 (Apr. 10, 2006).

\textsuperscript{29} For example, Herrick Feinstein LLP offers clients data management services to assist in electronic discovery. INFORMATION GOVERNANCE, http://www.herrick.com/information-governance (last visited Oct. 17, 2017).

\textsuperscript{30} Rule 37(f) is most pertinent to the subject matter of this note. Other changes to the 2006 FRCP addressed ESI as well, but were mostly aimed at equalizing discovery of ESI and non-ESI. Some notable changes include: Amended Rule 34(a) permitted reviewing parties to test and sample ESI and to control the form of its production under Rule 34(B); Rule 33(d) permitted parties to produce ESI as an answer to interrogatories; Rule 36(a)(1)(b) added ESI to the list of initial disclosures in a case; Numerous changes to Rule 26 addressed the scope and costs of discovery, amongst other things; and Rule 16(b)’s inclusion of ESI discovery issues in scheduling orders.

\textsuperscript{31} FED. R. CIV. P. 37(f).

\textsuperscript{32} Id.}
Regardless, as explained in the following section, the protection purportedly offered under the safe harbor provision failed to materialize in many jurisdictions.

b. Common Law Developments & the Ensuing Circuit Split

Simultaneous developments in common law, statutes, and other sources established an affirmative duty on parties to preserve ESI that can be reasonably anticipated to be relevant in current or future litigation. This obligation has become known in practice as issuing a “litigation hold.” Fulfillment of this obligation is often accomplished by circulating a memo to specific managers, employees or other individuals who are custodians of company information believed to be potentially relevant to the litigation. A litigation hold notice should describe the nature and types of information that are to be retained and include guidelines regarding the time frame from which data is sought and include a length of time that the information should be retained. This duty often necessitates suspending the operation of routine information retention policies to ensure that ESI is not lost if the obligation to preserve information has arisen. However, the affirmative duty to preserve ESI has often led to confusion because of its tension with Rule 37(f)’s safe harbor provision. Where the former would require affirmative action, the latter promised insulation from liability for good-faith inaction—a narrow line indeed.

Further complicating matters, a split developed amongst circuit courts over the requisite level of intent necessary for constituting “bad faith” as required by Rule 37(f) and, subsequently, the

33 Fed. R. Civ. P. 37(f) committee’s note to 2006 amendment.
35 See Fed. R. Civ. P. 37(f) committee’s note to 2006 amendment (“A preservation obligation may arise from many sources, including common law, statutes, regulations, or a court order in the case.”).
36 See In re Napster, 462 F. Supp. 2d at 1070.
38 Id.
39 See Fed. R. Civ. P. 37(f) committee’s notes to 2006 amendment.
award of sanctions for the spoliation of ESI. In some jurisdictions, mere negligence or gross negligence would suffice, while others require a showing of bad faith, more akin to recklessness. Others still, would only award the most severe, case-terminating sanctions upon a finding of “irreparable prejudice,” even in cases of intentional spoliation. As a result of the confusion, large companies—for whom eDiscovery issues are particularly acute due to their susceptibility to frequent litigation and the tremendous amount of ESI they generate—grappled with the choice of whether or not to broadly preserve ESI. Most were often persuaded by the threat of sanctions to err on the side over-preservation—an often-costly result.

Many courts also relied on their inherent authority to sanction behavior found to be abusive of the judicial process. Courts’ ability to control the proceedings before them has long been recognized as a valid exercise of their inherent authority. This includes the ability to sanction a parties’ bad or abusive conduct. Although courts are urged to use discretion when wielding their broad inherent authority, utilizing this power to sanction spoliation of ESI and non-ESI was not an altogether uncommon practice. A court’s inherent authority to sanction a party is often broader than and concurrent with the explicit power to impose sanctions codified in the Federal Rules of Civil Procedure. Enter the 2015 Amendments.

41 See Leon v. IDX Sys. Corp., 464 F.3d 951, 961 (9th Cir. 2006); see also Aramburu v. Boeing Co., 112 F.3d 1398, 1407 (10th Cir. 1997).
44 See Ceglia v. Zuckerberg, 600 F. App'x 34, 36 (2d Cir. 2015); see also Haeger v. Goodyear Tire & Rubber Co., 793 F.3d 1122, 1129-30 (9th Cir. 2015).
46 Chambers, 501 U.S. at 46.
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49 Chambers, 501 U.S. at 49; Haeger, 739 F.3d at 1131.
c. The 2015 Amendments

Aimed at unifying and streamlining the disparate eDiscovery procedures, the 2015 Amendments sought to achieve greater cooperation between parties to a litigation as well as closer judicial oversight and earlier case management. Of the many amendments to the Rules, particularly pertinent to the field of eDiscovery was the change to Rule 26(b)(1) limiting the scope of discovery from that which is “reasonably calculated to lead to the discovery of admissible evidence,” to that which is “proportional to the needs of the case.” The inclusion of proportionality in the definition of the scope of discovery is intended to signal to courts that they should participate more actively in limiting the amount of evidence that is to be considered discoverable in an action.

Perhaps most important for eDiscovery however, was the change to Rule 37(e) that limited the award of sanctions for spoliation of ESI. New Rule 37(e) introduced a two-part threshold inquiry, specifically limiting its application to ESI that should have been preserved but is “lost.” This was a big departure from the pervious iteration of the Rule that only provided a safe harbor for good faith document retention policies. First, in order to fall within the scope of the rule, a party must have first had an obligation to preserve, triggered either by some event, statute, regulation or
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51 FED. R. CIV. P. 26(b)(1).

52 FED. R. CIV. P. 26 Committee Notes on Rules—2000 Amendment. The old “reasonably calculated” language to define the scope of discovery was described in the 2000 Committee Notes as being capable of “swallow[ing] any other limitation on the scope of discovery.” The 2000 amendments tried to prevent such usage by adding “relevant” to the beginning of the sentence, in an attempt to make clear that “relevant” means within the scope of discovery as defined in this subdivision.” The “reasonably calculated” phrase continued to create to lead to overbroad discovery, however, and was therefore removed and replaced by the statement that “information within this scope of discovery need not be admissible in evidence to be discoverable.” Discovery of inadmissible and non-privileged information remains discoverable as long as it is within the scope of discovery, i.e. “proportional.”

53 FED. R. CIV. P. 37(e); Id. Committee Notes on Rules—2015 Amendment.

court order. The Committee Note points out that this language is not intended to create a new duty to preserve, but rather refers only to pre-existing obligations, recognized in all jurisdictions to one degree or another. Second, ESI must have been “lost”—a far more complex categorization than appears on its face. When one party, even intentionally, destroys ESI, that same ESI may be found in another source. For example, with a lost or destroyed email, a copy is stored not only in the senders’ mailbox, but also the mailboxes of all recipients. Further, even when deleted, emails may still be recoverable from trash or archive folders or similar backup sources. Once the “loss” threshold is met, the rule presents two lines of inquiry for the court to follow.

First, if the court finds that the loss of ESI caused prejudice to another party, the court “may order measures no greater than necessary to cure the prejudice.” Under this inquiry, the court will not assess the intent of the spoliating party, so long as the opposing party was prejudiced by the loss. The committee notes instruct that courts have a range of sanctions that are appropriate in cases falling under 37(e)(1), but warns that they should not reach the same level of severity as sanctions permitted under 37(e)(2), analyzed under the second possible line of inquiry.

Rule 37(e)(2) governs sanctions for the spoliation of ESI when the spoliation was intended to deprive another party of its use in the litigation. When the spoliation of ESI is intentional, courts will not address whether or not prejudice occurred to another party. The committee note informs
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us that that is because when intentional spoliation occurs, the finding of intent to commit spoliation is strong enough to “support not only an inference that the lost information was unfavorable to the party that intentionally destroyed it, but also an inference that the opposing party was prejudiced by the loss of information that would have favored its position.” Accordingly, Rule 37(e)(2) permits courts to impose the harshest sanctions, such as an adverse jury instruction that requires or permits the presumption that the information lost was unfavorable to the despoiling party, dismissal of the action or entry of a default judgment, against intentional ESI spoliators.  

This newly amended Rule was designed not only to resolve the split between circuit courts, but also to stop courts from imposing sanctions for negligent or even grossly negligent ESI spoliation. The Committee Note also provides that the amended Rule 37(e) was specifically intended to foreclose reliance by courts on their historically recognized ability to rely on their “inherent authority” to impose sanctions or other curative measures for the spoliation of ESI. The rule however, does not alter the applicability of independent state tort claims for spoliation.

III. Applications of the Newly Amended Rules

Despite the Amendments to Rule 37(e) and 26(b), discord still seems to be brewing amongst district courts. Recent decisions show unwillingness by some district courts, particularly those in the Second Circuit, to depart from the old standard of sanctioning negligent or grossly negligent spoliation of ESI, contrary to the purported intent of Rule 37(e)’s changes if not the letter, by adopting a narrow reading of the rule’s revision and by relying on the court’s inherent authority. Further, courts are questioning how the amendments targeting discovery of ESI will affect
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non-electronic discovery, and whether creating differing standards for ESI and non-ESI discovery is in fact the desired outcome of the amendments.

a. Spoliation Sanctions Under New Rule 37(e)

In *Cat3 LLC v. Black Lineage, Inc.*, one of the first cases decided under the newly amended Rules, the court faced a motion for sanctions on grounds that the Plaintiff, by changing its email storage system, altered the domain name that appeared on all of the emails Plaintiff sent that were retained and produced during discovery. The litigation was a trademark infringement claim, and it hinged in part upon the domain name originally used by the Plaintiff and when. Despite finding that near duplicates of the lost information were produced, Magistrate Judge James C. Francis still found that loss had occurred because even though the contents of the emails were the same, the domain name addresses from which they were sent appeared different than the versions in the possession of the receiving party. The changes cast doubt on which version had greater authenticity. Magistrate Francis found that imposing sanctions on the Plaintiff in this case was warranted because the loss of information caused prejudice to the Defendant. However, the analysis did not stop there. Perhaps more important for the field of eDiscovery than the courts application of 37(e) to this case of minimal ESI spoliation was Magistrate Francis statement that he
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67 *Id.* at 493-94.
68 *Id.* at 491.
69 *Id.* at 497.
70 *Id.*
71 *Id.* at 501.
could have reached the same result by relying on the courts’ inherent authority\(^\text{72}\)—the Advisory Committee’s Note proscribing such reliance notwithstanding.\(^\text{73}\)

The court in \textit{Cat3} grounded its ability to impose sanctions based on its inherent authority on the Supreme Court’s decision in \textit{Chambers v. NASCO,}\(^\text{74}\) stating that courts’ reliance on inherent powers are indispensable to the court and not abrogated by the existence of procedural rules that sanction the same conduct.\(^\text{75}\) The court further adds that where a parties’ conduct fails to meet Rule 37(e)’s threshold inquiry, the court can still use its inherent authority to address abuses of the judicial process.\(^\text{76}\) Stated plainly, this means that where no loss of information or prejudice occurs and Rule 37(e) is not invoked, a court would still be able to sanction a party under the court’s inherent authority, if the conduct is sufficiently offensive to be considered abusive of the judicial process.\(^\text{77}\) This treatment of Rule 37(e) is not limited to district courts in the Second Circuit, as district courts in other circuits have rendered decisions on similar grounds or at least signaled a willingness to reach similar outcomes.\(^\text{78}\)

The district court decisions in the Second, Third and Ninth Circuits expressing willingness to sanction ESI spoliation by way of the courts’ inherent authority should be contrasted with the
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\(^{72}\) \textit{Id.} at 497-98.
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\(^{74}\) 501 U.S. at 42-43 (1991) (internal quotations omitted) (“It has long been understood that certain implied powers must necessarily result to our Courts of justice from the nature of their institution, powers which cannot be dispensed with in a Court, because they are necessary to the exercise of all others. . . . These powers are governed not by rule or statute but by the control necessarily vested in courts to manage their own affairs so as to achieve the orderly and expeditious disposition of cases.”).

\(^{75}\) \textit{Id.} at 49; \textit{Cat3}, 164 F. Supp. 3d at 498.

\(^{76}\) \textit{Id.}

\(^{77}\) \textit{See id.}

attitude of the district courts in other circuits. Take for example, the language used in a footnote by the District Court for Southern District of the Florida (in the 11th Circuit) where Magistrate Judge William Mathewman states in no uncertain terms that reliance on a court’s inherent authority has been foreclosed when it comes to sanctioning spoliation of ESI.\(^79\)

**b. Amended 37(e)’s Effect on Spoliation of Non-ESI Evidence**

Since the amendment of Rule 37(e), courts have begun to question whether they should be applying a uniform standard for sanctions for spoliation of ESI and non-ESI evidence. While there are of course many inherent differences between ESI and non-ESI, courts have questioned whether it is desirable to have differing standards for spoliation sanctions, and whether the distinction is meaningful or fair.\(^80\) After all, destruction of evidence is a nefarious act regardless of whether or not the evidence was electronic or physical—why then should it be treated any differently?

In *Best Payphones Inc. v. City of New York*,\(^81\) the court considered a motion for sanctions for the negligent spoliation of both ESI and non-ESI evidence, specifically, financial and business statements and emails.\(^82\) Magistrate Judge Vera Scanlon noted in the court’s opinion that the court could award sanctions for the spoliation of the physical documents but not for the ESI, despite the intent being the same for the loss of both types of evidence.\(^83\) Concern for this discrepancy was echoed in *Living Color Enterprises v. New Era Aquaculture, Ltd.* where Magistrate Judge William Mathewman predicted in a footnote that this issue would lead to the various circuits reaching
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\(^{79}\) *Living Color Enters. v. New Era Aquaculture Ltd.*, No. 14-cv-62216-MARRA/MATTHEWMAN, 2016 U.S. Dist. LEXIS 39113, at *12 n.2 (S.D. Fla. Mar. 22, 2016) (“Clearly, when confronting a spoliation claim in an ESI case, a court must first look to newly amended Rule 37(e) and disregard prior spoliation case law based on ‘inherent authority’ which conflicts with the standards established in Rule 37(e).”).


\(^{81}\) *Id.*

\(^{82}\) *Id.* at *2.

\(^{83}\) *Id.* at *10.
independent conclusions. The *Best Payphones* court did not discuss its ability to rely on inherent authority to sanction the loss of the emails. This may be because the court did not award sanctions for any of the spoliation that occurred.  

But there are reasons why there should be differential treatment between ESI and tangible documents and things. First, whereas paper documents once discarded are often gone for good, deleted data, as evidenced by its definition in the Sedona Conference Glossary, is not destroyed as easily. Further, the same ESI can often be stored in multiple locations, such as a local hard disk, cloud, or on a backup drive. It therefore often requires substantially greater effort to destroy ESI than paper documents. Accordingly, there is a greater likelihood of intentional spoliation when ESI is involved versus traditional documents and things. However, while in some respects more durable than paper, ESI is also more fragile. Consider the fact that metadata, which accompanies ESI and is often used as an authentication tool, is easily destroyed and altered, even by actions as seemingly innocuous as accessing the document, moving it or copying it. By requiring evidence of intent to

---

84 Living Color, 2016 U.S. Dist. LEXIS 39113, at *12 n.2.
86 “[D]eleted Data is] information that is no longer readily accessible to a computer user due to the intentional or automatic deletion of the data. Deleted data may remain on storage media in whole or in part until overwritten or wiped. Even after the data itself has been wiped, directory entries, pointers or other information relating to the deleted data may remain on the computer. Soft deletions are data marked as deleted (and not generally available to the end-user after such marking) but not yet physically removed or overwritten. Soft-deleted data can be restored with complete integrity.” Sherry B. Harris & Paul H. McVoy, *The Sedona Conference Glossary: E-Discovery and Digital Information Management*, *The Sedona Conference Working Group Series* 11 (Apr. 2014), https://thesedonaconference.org/system/files/sites/ sedona.civicactions.net/files/private/drupal/filesys/publications/The%20Sedona%20Conference%20Glossary%20E-Discovery%20%2526%20Digital%20Information%20Management_ 4th%20Ed-July%202014.pdf.
award sanctions for spoliation of ESI and not tangible documents and other things, the Committee sought to tailor a standard that better fit the simultaneous resilience and fragility of ESI.

IV. The Future of eDiscovery

While technology is sure to continue evolving, the Federal Rules, as they relate to eDiscovery, are likely to remain static for the foreseeable future. Fortunately, litigants have significant and constantly improving tools at their disposal to ease the pains of litigation without relying on the courts for intervention. However, even where judicial intervention is unavoidable, judges should become increasingly able to appropriately address eDiscovery issues as they increase in frequency and prominence, simply as a result of better familiarity with the subject.

a. For Answers, Look to the Algorithm

Technology assisted review (“TAR”) or predictive coding, is a budding technology that may significantly reduce the costs associated with far reaching discovery requests. TAR is essentially a search method that employs algorithms to analyze human keyword inputs to search large quantities of data and predict which documents will be responsive or relevant. Interestingly, TAR has not only been adopted by parties as a way of streamlining the process of searching databases for responsive documents, known as culling, but has also been court ordered in a few instances. In National Day Laborer Organization Network v. U.S. Immigration & Customs Enforcement Agency, District Judge Shira Scheindlin —of Zubulake v. Warburg fame—wrote that usage of TAR and similar

---

90 “[TAR] is used to prioritize or code documents based on seed sets coded by humans by extrapolating the human judgments to the remaining document collection using sophisticated algorithms or systematic rules.” Heyward D. Bonyata & Jarret O. Coco, To TAR or not to TAR: deciding when to use TAR, NELSON MULLINS RILEY & SCARBOROUGH LLP (Aug. 25, 2015), http://www.lexology.com/library/detail.aspx?g=acb4e89b-dea8-4740-a282-9c132845e5ed.


technologies are emerging as a best practice in the eDiscovery field.\(^9\)

TAR was recently cast into the spotlight with the turbulent 2016 presidential election. First, when questions originally surfaced surrounding Hillary Clinton’s use of a private server in her capacity as Secretary of State, her legal team was tasked with identifying work related emails from the 60,000 that were stored on the private server.\(^9\) Using keyword searches and header information, Clinton’s lawyers turned up 30,000 responsive documents.\(^5\) Unsatisfied, the F.B.I. employed the even more basic technique of reading each individual email and found several thousand more responsive emails not proffered by Clinton’s lawyers.\(^6\) The techniques employed by Clinton’s legal team are known to produce potentially incomplete results\(^7\) and lag behind the techniques employed in most large law firms today.\(^8\) However, TAR’s influence on the election did not end there. On October 28, 2016 the F.B.I. reopened its investigation into Clinton’s emails after an unrelated investigation into Anthony Weiner, husband of long-time Clinton aide Huma Abedin, uncovered 650,000 more emails potentially relevant to the earlier investigation.\(^9\) The F.B.I. revealed only a few days later that it had completed its review of the newly uncovered emails and was again closing the investigation into Clinton without bringing any charges against her.\(^10\) Critics immediately questioned how the investigation into these 650,000 emails could have been completed so quickly.\(^10\) However,
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\(^9\) Id. at 109.
\(^10\) Id. at 109.
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\(^9\) Ian Lopez, \textit{The E-Discovery Issue with the F.B.I.’s Investigation into the Clinton Emails: The question over e-discovery keyword searches is prevalent in the F.B.I.’s investigation of Hillary Clinton’s emails}, \textit{LEGALTECH NEWS} (Jul. 6, 2016), https://www.law.com/legaltechnews/almID/1202761830629/.

\(^10\) Id.

\(^9\) Id. Whether any of the emails uncovered were of any value is beyond the scope of this note.

\(^10\) Id.

\(^9\) Herrick, \textit{supra} note 29.

\(^10\) Herrick, \textit{supra} note 29.
we now know technology such as TAR is what made it all possible.\textsuperscript{102} Had advanced TAR techniques been employed earlier by both Clinton’s lawyers and the F.B.I., more accurate results would likely have been returned long before the November 8\textsuperscript{th} election.

As the Clinton saga demonstrates, some of the benefits of utilizing TAR are easy to envision. Removing the human element from collecting and searching responsive ESI will avoid the human inclination to withhold or mishandle ESI and provide an impartial response to inputs. Additionally, employing TAR will cut discovery costs by eliminating expansive document review by attorneys or other legal staff who may expend multitudes of hours combing through largely irrelevant documents while searching for the few needles of useful documents in the haystack.\textsuperscript{103}

TAR however, is not the end-all be-all solution to eDiscovery issues. Its usage has raised concerns about TAR’s reliability and ability to avoid disclosure of privileged information. Although accidental disclosure of privileged ESI as a practical matter can severely and adversely affect a party’s claim or defense, parties are still permitted to enter into claw back agreements to recover privileged ESI produced in discovery. Federal Rule of Evidence 502\textsuperscript{104} provides that such agreements are enforceable between the parties\textsuperscript{105} and when incorporated in a court order, can prevent waiver in any subsequent proceeding, even when used by non-parties to the original suit.\textsuperscript{106}

b. E-Neutrals

“E-Neutrals” are electronic discovery experts acting as independent arbiters of electronic


\textsuperscript{103} Dertouzos, \textit{supra} note 10, at 2-3.

\textsuperscript{104} Fed. R. Evid. 502.

\textsuperscript{105} Fed. R. Evid. 502(e).

\textsuperscript{106} Fed. R. Evid. 502(b).
discovery issues. 107 Parties may request incorporation of an alternative dispute resolution (ADR) agreement appointing a neutral third party to decide e-Discovery issues in the judge’s scheduling order. 108 By utilizing the services of an e-Neutral, parties can quickly and efficiently resolve disputes that arise throughout the course of discovery without turning to costly and lengthy motion practice. 109

Another benefit of having an e-Neutral oversee discovery is that it permits parties to utilize an expert to resolve issues in the highly specialized field of e-Discovery. 110

Utilizing e-Neutrals however, is not without concerns. Adequate scrutiny should always be given whenever the role of a judge is supplanted by a privatized alternative. Mandatory arbitration agreements have recently come under intense scrutiny by the public 111 after a string of Supreme Court decisions upheld the enforceability of such agreements. 112 However, many—if not all—of the concerns that affect the public’s view of mandatory arbitration agreements are not present in the e-Neutral context. Whereas mandatory arbitration agreements are routinely incorporated in consumer transactions and often, adhesion contracts, 113 e-Neutral agreements are negotiated between attorneys and are subject to judicial approval when incorporated into a scheduling order. 114

E-Neutral agreements also are designed only to govern the discovery process and not a final

108 Id.
109 Id.
112 See AT&T Mobility LLC v. Concepcion, 131 S. Ct. 1740 (2011); See also Am. Express Co. v. Italian Colors Rest., 133 S. Ct. 2304 (2013).
114 Kolin, supra note 106.
adjudication of the merits of a case.\textsuperscript{115}

c. Other Reform Approaches

The topic of eDiscovery and the unique problems it presents have spawned significant literature. Creative thinkers have advocated for implementation of numerous policies and reforms to help curb excessive discovery costs and minimize the waste that it generates. One novel idea is to implement a cost-capping rule that would limit a producing party’s discovery expenses to a certain limit—half of the value of the case has been floated as a starting point—and shifting any additional costs to the requesting party.\textsuperscript{116} While this idea may be helpful in limiting costs of litigation and preventing meritless claims,\textsuperscript{117} it also presents a number of problems. The idea of capping and shifting eDiscovery costs is premised on striking a balance between the American discovery rule where each party assumes their own litigation costs and the English model, where the loser in a suit pays the winner’s costs.\textsuperscript{118} While both approaches have benefits, two main problems with this proposed synthesis come to mind.

First, limiting a party’s eDiscovery costs to a certain portion of the total value of the claim (cost-capping) is no small matter. Judges will be required to weigh in early in the discovery process to put a dollar value on a claim. Judges would also have to evaluate cases using incomplete data, as discovery would not yet have been completed. This extra step will create one more hurdle on the road to final adjudication for the parties to belabor. This is all to say nothing of the chilling effects such a policy would have on non-frivolous but low-value claims or the problem of valuing claims

\textsuperscript{115} Kolin, supra note 106.
\textsuperscript{116} Mazanec, supra note 5, at 634.
\textsuperscript{117} Mazanec, supra note 5, at 634.
\textsuperscript{118} Mazanec, supra note 5, at 633-634.
seeking non-monetary relief.\textsuperscript{119}

Consider the negative effects a cost-capping or shifting rule would have on low value cases, or even high value cases brought by parties unable to bear the shifting expenses of eDiscovery. Under a cost-capping scheme, low value cases would routinely be afforded inadequate eDiscovery budgets, as a case's value does not dictate its discovery needs. Although some argue that an exception to the rule for low value cases or indigent litigants could be one possible solution,\textsuperscript{120} there are other foreseeable negative consequences likely to stem from such a rule. For example, the fear of losing at trial and being responsible for the eDiscovery costs above the threshold is more likely to keep poorer litigants from bringing claims than more affluent ones, thus mirroring general criticisms of the English Rule.\textsuperscript{121}

Further, the Federal Rules already provide for recovering litigation costs by making them recoverable under Rule 54 subsection d.\textsuperscript{122} The costs for which recovery may be sought are set forth in 28 U.S.C. § 1920.\textsuperscript{123} Critics will not incorrectly point out that recoverable costs have been viewed narrowly by the Supreme Court\textsuperscript{124} and are often very limited in scope.\textsuperscript{125} However, Rule 54's cost-shifting provision remains available to serve as a vehicle for courts to offset discovery costs when justice so warrants.

The common law also recognizes exceptions to the American Rule. The Supreme Court


\textsuperscript{120} Mazanec, supra note 5, at 659.


\textsuperscript{122} Fed. R. Civ. P. 54(d)(1). The rule treats attorney's fees separately from costs. Id. at (d)(2).

\textsuperscript{123} Recoverable are “[f]ees for exemplification and the costs of making copies of any materials where the copies are necessarily obtained for use in the case.” 28 U.S.C. § 1920(4) (2008).


\textsuperscript{125} Whereas § 1920 provides for recovery of expert witness fees, § 1821 limits that fee to $40.00 per day. 28 U.S.C. § 1920(6); 28 U.S.C. § 1821(b) (1990).
recognized that an award of counsel fees to the winning party is warranted when a party to a suit, acts “in bad faith, vexatiously, wantonly, or for oppressive reasons.” This is known as the bad faith exception and it applies to litigants as well as their attorneys. Utilizing common law avenues and Rule 54’s cost-shifting provision allows judges the flexibility needed to render justice without adopting a one-size-fits-all approach to awarding eDiscovery costs.

d. Ethical Obligations as Regulatory Force in eDiscovery

The age of eDiscovery has brought with it many new ethical obligations for attorneys to become familiar with and concerns to be wary of. While federal jurisdictions apply differing local rules governing professional conduct, most jurisdictions’ rules bear similarity to the ABA Model Rules of Professional Conduct. At their most basic, ethics rules contain language that requires lawyers to provide competent representation. This requirement includes an obligation to “keep abreast of changes in the law and its practice” and comprehend “the benefits and risks associated with relevant technology.” A similarly important rule however, is Model Rule 3.4’s prohibition on
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126 Hall v. Cole, 412 U.S. 1, 5 (1973) (citation omitted).
127 Roadway Express, Inc. v. Piper, 447 U.S. 752, 765-67 (1980) (“If a court may tax counsel fees against a party who has litigated in bad faith, it certainly may assess those expenses against counsel who willfully abuse judicial processes.”).
128 It is important to point out that the Supreme Court was concerned with the possible chilling effects that could occur if plaintiffs are too frequently saddled with their opponent’s litigation costs. The Court seems to agree that the unfortunate reality of weak claims being brought against deep-pocketed companies does not outweigh the discouraging effect that awarding litigation costs—in this case, eDiscovery costs—to the victor would have on the public. See Christiansburg Garment Co. v. EEOC, 434 U.S. 412, 421-22 (1978) (warning courts about the danger of engaging in “post hoc reasoning” stating that “[t]his kind of hindsight logic could discourage all but the most airtight claims, for seldom can a prospective plaintiff be sure of ultimate success.”).
130 MODEL RULES OF PROF’L CONDUCT r. 1.1 (AM. BAR ASS’N 2016).
131 MODEL RULES OF PROF’L CONDUCT r. 1.1 cmt. 8; Massachusetts has an identical requirement. See, e.g., MASS. RULES OF PROF’L CONDUCT r. 1.1 (2015).
“mak[ing] a frivolous discovery request or fail[ing] to make reasonably diligent effort to comply with a legally proper discovery request by an opposing party.” 132 Similarly, attorneys must not run afoul of their ethical obligations not to “bring. . . or defend a proceeding, or assert or controvert an issue therein, unless there is a basis in law and fact for doing so that is not frivolous...[.]” 133

Judges can and should rely on these ethical obligations to ensure that attorneys are not only well versed in current eDiscovery practices, but that they are not using eDiscovery for improper purposes. Enforcing stricter adherence to attorney’s ethical obligations is likely to yield better results in combating eDiscovery abuse than relying on other reform ideas or rule changes because attorneys, if not more likely to be the source of the problem, at a minimum have an ethical obligation not to abuse discovery procedures and to become and remain familiar with changes in law and technology. Therefore, the responsibility for abusive discovery practices should lie with the attorneys and not the clients, who typically bear the financial burden under discovery cost-shifting models. Using ethical rules to improve eDiscovery practice will refocus the blame for vexatious litigation from the litigants—who are less likely to be familiar with the law and civil procedure—and place it where it more likely belongs: incompetent or unscrupulous attorneys.

V. Conclusion

The recent amendments concerning eDiscovery procedures had laudable goals in streamlining eDiscovery practices. However, the amended rules remain a point of confusion across jurisdictions with respect to both the culpable level of intent required for imposing sanctions for the
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132 MODEL RULES OF PROF’L CONDUCT r. 3.4(d). New Jersey has an identical requirement. See, e.g., N.J. RULES OF PROF’L CONDUCT r. 3.4(d) (2016).

133 MASS. RULES OF PROF’L CONDUCT r. 3.1 (2015). Other ethical obligations likely to pose problems in the eDiscovery context are other ethical concerns likely to be encountered within electronic discovery are the duty to maintain client confidences, candor toward a tribunal, fairness to opposing counsel and communications with unrepresented parties. See, N.J. RULES OF PROF’L CONDUCT r. 1.6, 3.3-4 and 4.3.
spoliation of ESI and the appropriate application of the heightened standards to non-ESI. As technological advancements continue to provide solutions to some of the more common eDiscovery issues, courts should not be apprehensive to mandate their usage. Doing so will ensure that discovery practices continue to evolve with technology and that courts will be able to weed out wasteful practices and streamline the adjudication of disputes.

Finally, while concerns over the cost and potential abuse of eDiscovery practices are well founded and very real, the tail cannot wag the dog. Fear of eDiscovery abuse should not serve as a basis for limiting the amounts of information litigants can obtain, especially when such efforts will hurt small businesses and individuals far more than larger corporate adversaries. Allowing the potential for abuse to limit litigants’ access to ESI would contravene the overarching goal of Rule 1 of the Federal Rules of Civil Procedure—that the rules should serve to “secure the just, speedy, and inexpensive determination of every action and proceeding.”134 Future committee review of the Federal Rules should be careful to amend the rules as necessary to keep them up to date with changes in technology and good practice but should remain wary of fundamentally altering the cost allocation of eDiscovery. The most efficient way to eliminate waste is not to shift the burden of those costs or to implement judicial evaluation and cost-capping of claims, but rather is to implement TAR and other technological advancements to lower eDiscovery costs and to rely on and enforce the ethical rules and the Federal Rules that are already in place to curb and correct any abuses that do arise.